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BİLGİ GÜVENLİĞİ POLİTİKASI’NA İLİŞKİN TEMEL YAKLAŞIM

Tat Gıda Sanayi AŞ, bilgi güvenliğini kurumsal yönetim stratejisinin ayrılmaz bir parçası olarak kabul ederek; bilgi
varlıklarının gizliliğini, bütünlüğünü ve erişilebilirliğini uluslararası standartlarda temin etmeyi taahhüt eder. Şirketimiz,
Sermaye Piyasası Kurulu (SPK) düzenlemelerine uluslararası kabul görmüş güvenlik standartlarına ve küresel iyi
uygulamalara uyum perspektifiyle; Yönetim Kurulumuzun gözetiminde ve risk odaklı bir yaklaşımla, iş sürekliliğini ve
bilgi güvenliği süreçlerini aşağıdaki temel ilkeler çerçevesinde yönetmektedir:

 Bilgi Güvenliği Yönetim Sistemimizin uluslararası iyi güvenlik uygulamalarına, SPK Bilgi Sistemleri
Yönetimine İlişkin Usul ve Esaslar Tebliği’ne ve şirket içi güvenlik gereksinimlerine uygun şekilde dokümante
edilmesini, uygulanmasını ve sürekli iyileştirilmesini,

 Bilgi güvenliği ile ilgili tüm yasal mevzuatlara ve sözleşmelere tam uyum sağlanmasını,

 Bilgi güvenliği gereksinimlerine ait değişikliklerin risk yönetimi yaklaşımı ile ele alınmasını ve bilgi
varlıklarının önem derecelerine göre sınıflandırılarak korunmasını,

 Bilgi güvenliği farkındalığını artırmaya yönelik teknik ve davranışsal yetkinlikleri geliştirecek eğitim
faaliyetlerinin yürütülmesini,

 Ürün ve hizmetlerimizle ilgili stratejik hedefler, tasarım, üretim, satış, tedarik kaynakları, müşteri ve çalışan
bilgileri gibi kritik verilerin gizlilik, bütünlük ve erişilebilirlik ilkeleri doğrultusunda korunmasını,

 Erişim yetkilerinin bilmesi gereken prensibine ve görevler ayrılığı ilkesine göre verilmesini erişimlerin kayıt
altına alınmasını (denetim izi) ve yetkisiz erişimlerin engellenmesini,

 Bilgi teknolojileri hizmetlerimizin süreklilik güvencesi için gerekli planlama ve teknik altyapının
oluşturulmasını,

 Bilgi güvenliğine aykırı durumların sızma testleri ve zafiyet taramaları ile hızlı şekilde tespit edilmesini ve
gerekli müdahalelerin yapılmasını,

 Çalışan, tedarikçi ve tüm paydaşların bilgi varlıklarına güvenli şekilde erişim sağlamasını dış hizmet alımından
kaynaklanan risklerin sözleşmeler ve denetimlerle yönetilmesini,

 İş sürekliliğine yönelik bilgi güvenliği tehditlerinin etkisini azaltmayı ve sürdürülebilirliği güvence altına
almayı,

 Sistem performans yönetimi gereği, sistemlerin erişilebilirlik ve veri bütünlüğü temelinde sürekli ölçülmesini;
periyodik raporlama ve denetim çıktıları doğrultusunda sürekli optimize edilmesini,

 Gerçekleştirilen bilgi güvenliği çalışmalarının güncelliğinin sağlanması amacıyla iç denetimlerin düzenli olarak
yapılmasını taahhüt eder.

Bilgi sistemlerinin yönetimine ilişkin rol ve sorumlulukların açıkça tanımlandığı, hedeflerin belirlendiği, risk yönetim
süreçlerinin ve kontrol mekanizmalarının tesis edildiği politikamız ve aynı zamanda işbu temel yaklaşım bildirimimiz;
SPK mevzuatı uyarınca Üst Yönetim tarafından hazırlanıp Yönetim Kurulu tarafından onaylanarak tüm personelimize
duyurulmuş ve yürürlüğe girmiştir.
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